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Anoranig

Iecapcorui @. A. TpyxoBuii ZOToBip K iHCTHTYT TPYZXOBOro MpaBa Y KpaiHu Ta 00’€KTHBHI Iepeny-
MOBH H0T0 BIOCKOHaJeHHA. — CTaTTa.

VY craTTi POSIISHYTO aKTyaJIbHY IPOOIEMY BAOCKOHATIEHHS AiI0UOr0 iHCTUTYTY TPYAOBOTO JOTOBODPY 3
MOTIANY 00’€KTUBHOI CUTYAIlil POSBUTKY COIiaJbHO-eKOHOMIUHOI cucTeMu YKpaiHu Ta TPYAOBUX BiIHOCHH
Ha puHKY mpari. [loBeseno HeOOXiHICTD I[HOTO MIPOLECY, OKPECIEHO HOT0 OCHOBHI HATIPSAMU.

Kniowosi cnoga: TpynOBUIL OTOBID, COIiaabHO-eKOHOMIUHI 3MiHHU, PeryIi0BaHHA, pe)OPMyBaHHA.

AnHoranus

Iecapckuii @. A. TpynoBoil T0TOBOp KAk MHCTHUTYT TPYAOBOTO IMpaBa YKpPauHbI M 00HEeKTUBHBIE
[PEeINOCHLIKY €T coBepuieHcTBOBaHuA. — CTaThd.

B craree paccMoTpeHa akTyanbHas IPo0JeMa COBEPIIEHCTBOBAHWA [EHCTBYIOIIET0 WHCTUTYTA TPY-
JOBOTO JIOTOBOPA C TOUKY 3PEHUA 00BEKTUBHOM CHTYalI PAasBUTHUA COIUAIBHO-9KOHOMHUIECKON CHCTEMEI
YKpauHs! ¥ TPYOBBIX OTHOIIEHUH Ha PRIHKE TPyaa. [lokasana Heo0X0MMOCTh 3TOTO IPOIECCa, OTIPeIeIeHbI
€T'0 OCHOBHEIE HAIIPABIEHUA.

Knwouesvie cnosa: TpynoBoii JOTOBOD, COIMATLHO-9KOHOMUYIECKIIE HBMEHEHU, PETyINPOBaHNA, pedop-
MUpPOBaHIe.

Summary

Tsesarsky F. A. The labor contract as an institution the labor law of Ukraine and the objective
conditions of its improvement. — Article.

In this article of improving the actual problem the functioning of the Institute employment contract in
terms of the objective situation of social economic system in Ukraine and employment in the labor market.
The author proves the necessity of this process, it outlines the main directions.
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MODERN TECHNOLOGY AND THE INTERNATIONAL COPYRIGHT
PROTECTION SYSTEM: KEEPING A BARRIER BETWEEN THE FREEDOM
OF KNOWLEDGE AND THE FREEDOM OF PRIVACY

Portraying the problem. Modern technology, allowing anyone with a computer
to create information and share from anywhere in the world has radically changed
the nature of relations, making material the product of its creator, publisher,
and distributor. This is extended and enhanced by the opportunities these tech-
nologies create to implement information and freedom of every person and the
democratic potential of the whole society, and at the same time accompanied by
a worsening of legal problems due to the delay in development of regulatory and
legal doctrine.

Along with this are the unresolved problems of modern jurisprudence, the question
of a fair balance between the right to freedom of information and protection of intel-
lectual property rights is one of the most pressing issues in international policy. This is
why it is such a big issue in the scientific community.

This topic is very relevant in our world today because it ensures the protection of
intellectual property and that is a key component in the development of any nation.
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Latest research and publications analysis. An effective system of intellectual prop-
erty protection helps to create a civilized market environment in which entrepreneurs,
and consumers would be protected from unfair competition associated with the unau-
thorized use of intellectual property. Balancing the competing interests of rights hold-
ers and the rest of society is recognized as a fundamental aspect in the field of intellec-
tual property. For example, The World Copyright Convention in 1952 (with the Soviet
Union joining in 1973) declares that the copyright regimes ensure respect for human
rights and it promotes science, literature, and art.

Provisions that allow the free use of works for educational and informational pur-
poses only, are contained in the Berne Convention for the Protection of Literary and
Artistic Works of 1971.

In Ukraine, the legislative framework of copyright consists wholly in the Constitu-
tion. The Constitution guarantees a freedom of literary, artistic, scientific, and tech-
nical work (Article 54) along with the right to own, use, and dispose of the property
and the results of their intellectual and creative activity (Article 41). In the Laws of
Ukraine “On Copyright and Related Works”, the propagation discusses copies of audio-
visual works, phonograms, data bases, “The Civil Code of Ukraine”.

On a clearer note, the goal of establishing a fair balance between the rights of per-
formers and producers of phonograms and the larger public interest is formulated into
the two more modern treaties of the WIPO (World Intellectual Property Organization):
“Copyright” and “On the Performances and Phonograms Treaty” [1]. This was adopted
by the Diplomatic Conference in Geneva in 1996.

Purpose of the article. Solving the problem of creating an effective system of in-
tellectual property protectionism dependent on a strong foundation for an innovative
model of development in Ukraine, its modernization and competitiveness in the global
socio-economic system.

The basic material of the presentation. Specified contracts are called “Internet
treaties” because the purpose of adoption, which is embodied in the basic provisions
of the treaty, is the adaptation of existing international agreements, particularly the
Rome of 1961 and the Berne Convention in 1971. Both documents can be viewed as a
reaction to the transnational media industry towards the existing problems of com-
bating piracy and loss of revenue due to the uncontrolled proliferation of all kinds of
products, be it text, images, sounds, movies and software from the Internet.

Under each agreement, they not provide the possibility of using techniques to con-
trol the use of products by consumers, including the so-called “digital rights manage-
ment systems”, but the responsibility for trying to circumvent the technical (Julian,
11 and 12 of the Treaty on copyright, Articles 18 and 19 of the Treaty on Performances
and Phonograms Treaty).

These provisions have met with strong criticism from both human rights and con-
sumer organizations, and organizations that are directly involved “service” of the
public domain, such as those that provide educational and/or library services. This is
caused by the fact that these provisions virtually limit the ability to bypass technical
protection for fair use, for example, to copy a text for personal use. In addition, the
control of users actions, carried out with the help of technical means of protection but
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does not comply with the legal provisions on the protection of information of a personal
nature (protection of privacy).

The fear is that a product can be so protected that it is no longer a source of innovation
and although the principle of complement and works created by predecessors, it is the
key to any creation. Similar provisions for the protection of intellectual property include
the Agreement on Trade Related Aspects of Intellectual Property Rights of the World
Trade Organization (TRIPS), adopted at the 1994 Summit of Uruguay. The concept of
balancing clearly appears in the text of this Agreement, in Article 7, defining its pur-
pose: “The protection and enforcement of intellectual property rights should contribute
to the promotion of technological innovation, transfer and dissemination of technolo-
gy to the mutual advantage of producers and users of technological knowledge and in a
manner leading to social and economic well-being and balance of rights and obligations”.

Despite such a frank admission as a social value of the free transfer of information
and technology, TRIPS agreement is essentially a tool used to promote and safeguard
the interests of the media industry in emerging markets. It is subject to the WTO dis-
pute settlement procedure, which makes it quite a powerful tool of world trade policies
and leverages the individual countries in which the interests of transnational media
industry are prejudiced. In this regard, what is revealing is the policy of the United
States in relation to the country, which became its member states, as well as of the par-
ty’s Internet treaties, “World Intellectual Property Organization”, for economic or po-
litical pressure from the lobby of the American media industry. A confirmation of the
above is an example of the application of the strategy of the U.S. in relation to Ukraine.

Researchers note unequal treatment in relation to developing countries, for which
the use of a strict regime of intellectual property rights to protect the interests of own-
ers of developed countries not only requires significant investment, but also blocks ac-
cess to “pirate”, but cheap software, pharmaceuticals, technology and innovation etc.,
making it difficult to overcome underdevelopment.

The specified circumstances are an essential basis for the criticism of the World
Intellectual Property Organization, which has been part of the UN since 1974, and,
according to the defenders of the public domain, does not have the moral and political
right to give priority to the intellectual property rights. In this case, there is a need
to more clearly assess the social and economic consequences of today’s policy tighten-
ing intellectual property regime, both at the national and international level [2]. Dras-
tic measures have taken by the media industry to prevent the free flow of intellectual
property in the Internet, in particular, music in the MP8 format, often bordering on
violation of human rights, which meets resistance of human rights organizations.

The Recording Industry Association of America (RIAA) in 2003 sent thousands of
notifications to users that download and send each other music files to the Internet,
and has filed hundreds of applications to the court for violation of intellectual prop-
erty rights. In this case, RIAA invoked the provisions of section 512 (h) of the Act on
Copyright in the Digital Millennium (DMCA), allows transferring without user notifi-
cation, Internet providers on the use of digital products.

The researchers note that it was premature military solutions to restore weakness
in the digital environment of the intellectual property regime, and offers to work to
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find new business models for the distribution of digital products, which would repre-
sent an evolutionary alternative to physical methods of dissemination of their material
owners. Although recent economic forecasts suggest that downloading files via the In-
ternet is unlikely to displace sales as the dominant method in the near future.

In this regard, it is a progressive idea to meet the material requirements of owners
without technical control over the actions of users. At a conference in Berlin in June
2004 by a group of researchers and activists in the scheme of compensation to copy-
right holders for the actual use of products online with the assistance of collecting
societies, which will raise funds from sources such as a voluntary subscription fee for
related goods and services and other alternative systems.

Based on an analysis of current trends to solve the problem of establishing a balance
between the interests of rights holders and users internationally, clearly traced vectors
in the direction of strengthening the regime of intellectual property could have a neg-
ative impact on the freedom of information in the internet. This would be welcomed at
the international level of policy instruments that could back a shaky balance.

A modern chronology of events regarding copyright laws is as follows. In May 2000,
signed by the Ukrainian-American joint program of action to combat the illegal produc-
tion of optical storage media. In September 2001, Ukraine acceded to both the, “Inter-
net treaties”, World Intellectual Property Organization (Acts of 20 September 2001
Ne 2732-I1I1, Ne 2733-I1I). And in 2002, were applied trade sanctions, including restric-
tions on exports that were due to insufficiencies, according to the United States. Trade
Representative, to protect the rights of software producers in Ukraine. In this case, to
cooperate actively in the development and adoption by the Verkhovna Rada, changes to
the legislation on the protection of intellectual property, as well as in the fight against
piracy were made. In the short time they had prepared and approved amendments to the
legislation on the protection of intellectual property in order to bring it into full compli-
ance with the requirements of the Agreement TRIPS (Act of 22 May 2003 Ne 850-1V).

As an example, the Treaty copyright law in 1996, as of April 2004 contained 11
developed countries (Burkina Faso, Georgia, Guatemala, Guinea, Honduras, Kyrgyz-
stan, Mali, Mongolia, Nicaragua, Senegal, Togo), 31 middle-income countries (Argen-
tina, Belarus, Bulgaria, Chile, Colombia, Costa Rica, Croatia, Cyprus, Czech Republic,
Ecuador, El Salvador, Gabon, Hungary, Indonesia, Jamaica, Jordan, Latvia, Lithua-
nia, Mexico, Panama, Paraguay, Peru, Philippines, Poland, Moldova, Romania, Saint
Lucia, Serbia and Montenegro, Slovakia, Macedonia, Ukraine), and only 5 developed
countries (Japan, Korea, Slovenia, United Arab Emirates, United States) [3].

Along with internet privacy, customer privacy is a big matter as well. Consumer
confusion and uncertainty over how social sites use their data threaten to derail the
social media gravy train, and services like “Facebook” and “Twitter” need to take the
initiative to stave off fears of abuse. That means no hidden fees, confusing Terms of
Service or the like. The more open a company is, the more a customer is likely to trust
the service, and keep using it.

Social privacy login service Gigya uses your data to do log into sites such as Twitter
or Facebook. With a reach extending to 75% of the Web, you probably use its technolo-
gy and don’t even know it. But with 1.5 billion unique users a month and more than 600
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enterprise clients like CBS, NBC, ABC, Nike and Verizon — it knows you. All that data
raises some very real concerns: 53% of Internet users utilize social logins, and 41% of
them worry about their security and privacy [4].

To alleviate those, Gigya practices an “open kitchen” policy, where everyone can
see inside the walls of the business. Gigya has collaborated with the Future of Privacy
Forum to develop social privacy certification allowing “businesses to verify that they
follow approved social network guidelines and industry best practices for managing
consumer social data”. It promises users that their social data is safe.

Today’s most valuable commodity is information. With so much personal data on-
line and accessible by law enforcement and many marketers, the only real control we
have over our data, is ourselves. Michael Hussey, the chief executive of New York-
based people search experts PeekYou, recommends mirroring your online identity with
your real life: Don’t post anything you wouldn’t want everyone to see [5].

One solution to curbing marketers is Mine, a purchase directory site that combs
through e-purchases to allow people to add public sales history to their online iden-
tities. More importantly, it also lets you erase unwanted purchase data so marketers
can’t monitor it. Pierre Legrain, Mine’s chief executive, says the best way to stop com-
panies tracking and selling data behind our backs is “not by blocking it, but by offering
marketers what they ultimately want, while also benefiting us”.

It’s a nice idea, but it’s unclear how much those aggressive marketers will cooper-
ate. So it’s still all about keeping your digital footprint clean because “leave no trace”
is no longer an option.

Under normal circumstances, your Internet service provider, or ISP, tries to pro-
tect you and your data from spying eyes. Cablevision, Time Warner Cable (an inde-
pendent company no longer directly affiliated with Time Warner, the parent of CNN
and this site) and Comcast utilize all sorts of software to keep the connections between
our modems and their servers safe. They also encourage us to keep our home networks
secure from eavesdroppers. But what are we supposed to do when the eavesdropper is
the ISP itself?

There’s also the strong possibility that the ISPs will be doing the data monitoring di-
rectly. That’s amuch bigger deal. So instead of reaching out to the Internet to track down
illegally flowing bits of their movies, the studios will sit back while ISP’s “sniff” the
packets of data coming to and from their customers’ computers. While they’re simply
claiming to be protecting copyright holders, ISPs have a lot to gain from all this as well.

For instance, in many cases the Internet subscriber might have no knowledge of the
infraction that the ISP detects. A houseguest might log onto one’s home network sim-
ply to check e-mail. Because his sharing software might be running in the background
(even when he’s not downloading files himself) he is in effect sharing his own movie
files wherever he goes. Your ISP sniffs the packets, so you are nabbed. The same is true
for those of us who run “open networks” so that neighbors and others nearby can get
free Internet access when they need it (in the old days that used to be considered polite).

Once sharing a network connection becomes a legal liability, our already privatized
access channels will become less a community resource. And the ISP’s will have the
pleasure of selling individual subscriptions to neighbors who used to share [6].
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Worse, subscribers will be losing their expectation of privacy from their own ser-
vice providers. While most of us aren’t too worried about someone at an Internet pro-
vider seeing our messages to Aunt Sophie, businesses, law firms or hospitals who use
the Internet to communicate privileged information might have more reservations.

The most contemporary research in this field. On January 24th 2013, Ukraine met
in Yalta to discuss Intellectual Property Rights. The school of judges gave Ukrainian
skills they need to discern the differences between creation and copying.

CLDP, in cooperation with the National School of Judges and the Higher Com-
mercial Court of Ukraine, will organize six days of consultations for 10 judges from
commercial courts and appeals courts throughout Ukraine as well as experts from the
National School of Judges. The judges will meet with USPTO, US judges from district
courts and the Court of Appeals for the Federal Circuit, IP lawyers and professors. In
addition, the judges will engage in interactive discussions utilizing country-specific
case studies on topics such as trade dress and product packaging and design, trademark
conflicts, remedies in IPR litigation, copyright infringement including collective
copyright management organizations, trade secrets, and internet issues in IPR cases.

This meeting was set up to formally introduce Ukrainian judges to copyright infor-
mation and to produce recommendations for future cases. The results of this meeting
at this point in time have yet to be released, however, the skills they built will hopefully
be able to be used as standards and will set Ukraine on a path to a more just copyright
protection system.
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Summary

Zadereyko 0. V., Behmatova F. M. Modern technology and the international copyright protection
system: keeping a barrier between the freedom of knowledge and the freedom of privacy. — Article.

The article focuses on the international copyright protection system and how it interacts with intellec-
tual property. It talks about keeping a steady balance between freedom of privacy and freedom of informa-
tion. Modern jurisprudence’s unresolved problems are also discussed in relation to Ukraine and the changes
that are being made to make these copyright laws to be more effective.

Key words: copyright protection system, modern jurisprudence, intellectual property rights, digital
rights management systems.
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Anoranig

3adepeiixo O. B., Bezmamoga @. M. CyyacHi TeXHOIOTI] i cHCTEMH Mi’kHAPOXHOTO 3aXHCTY aBTOPCHKUX
TpaB: JOTPUMYIOUUCH TUCTAHII] Mik iHpopManiiiHoI0 cBoO0OI0I0 Ta ii 3axucToM. — CrarTTs.

CTaTTi0 IPUCBAYEHO B3aEMOAIl MiMKHAPOAHOI CHCTEMU 3aXMCTy aBTOPCHKUX IIPAB 3 iHTEJIEKTYaIbHOIO
BJIACHICTIO, TTpo0eMi 30eperkeHHs CTifiKoro Oamancy Mix indopmaiiiiHoio ¢cBo6omo0 Ta ii HaJeKHOI 3aXu-
CTOM, a TAKOK MMATAHHIO CBITOBOI IOPUCIPYAEHIIII B IiJIOMY Ta YKpaiHCbKOI 30KpeMa B KOHTEKCTi Cy4acHOCTi.

Knouoei crnoea: cucreMa 3axucTy aBTOPCHKUX IIPaB, CyyacHa IOPUCIPY/IEHIiA, IpaBa iHTeJeKTyaIbHOI
BJIACHOCTI, IM()POBi cCUCTEMU ITPABOBOTO PETYJIIOBAHHS.

Annoranusa

3adepetixo A. B., Bezmamoéa ®. M. CoBpeMeHHbIe TEXHOJOIMU M CHCTEMBbI MeKTYHAPOTHOH 3aIUTHI
ABTOPCKUX MPAB: COOJIIONA TUCTAHIHIO MesKAy MHGOPMALUOHHO ¢cBO00T0M 1 e6 3anuToii. — CraThd.

CraThs MOCBSINEHA B3AUMOJEHCTBUIO MEXK[YHAPOIHON CHCTEMBI 3alI[UTH ABTOPCKUX IIPAB C MHTEJIEK-
TyaJIbHON COOCTBEHHOCTHIO, IIPO0JIeMe COXPAHEHNS YCTOMYMBOTO OaJaHca MeX Iy HH(POPMAIMOHHON ¢cBO0O-
IOi1 U ee HAIJIEKAIIel 3aI[UTOM, a TAK e BOIIPOCY MUPOBOM OPUCIIPYAEHIIUH B IEJIOM 1 YKPAUHCKOM B 4aCT-
HOCTH B KOHTEKCTE COBPEMEHHOCTH.

Knwouesvie cnosa: cucrema 3aluThl aBTOPCKUX [IPAB, COBPEMEHHAS I0PUCIPYAEHIUSA, IIPABa NHTEIIEK-
TYaJIBHOU COOCTBEHHOCTH, IM(PPOBBIX CUCTEM IIPABOBOTO PETYIMPOBAHUS.

VIR 349.22:331.106
JI. 1O. IIpozonwx

IOPIBHAJILHO-IIPABOBHI AHAJII3 IIIJICTAB
PO3IPBAHHS TPYIOBOT'O JOTOBOPY B PA3I IIOPYIIEHHS
TPYJOBOI JIUCIIUILJITHA B 3APYBLIKHIX KPATHAX

ITocranoBka mpo6aemu. ¥ mepiox 3mificHeHHS IIPaBoBoi pedopmu B YKpaiHi cmocte-
piraeTbcs TeHAEHIIiS BUKOPUCTAHHS JOCBiAY 3apy0iKHIX KpaiH II[0J0 IPABOBOTO Pery-
JIIOBAHHS TUCIUAILIIHY IPalli, 30KpeMa i M1TaHb, TT0B’ A3aHUX i3 PO3ipBAHHAM TPYAOBUX
IIPaBOBiHOCKUH y pasi IMOPYIIeHHA TPYL0BOI JUCIIUILTIHU.

Crau gocraimkenHa. ¥ kpaiHax 3axoqy JUCIUILTiHA Ipalli HIKOJIKM He PO3IJIALAIach
K OKPeMUI CaMOCTiHHUMI iHCTUTYT TPYAOBOTO IpaBa. IIuTaHHS HiATPUMKM TPYLOBOI
TUCHUILTIHN, TMOPAAKY Ha BHPOOHUIITBI BUCBIT/IIOIOTHCA TPAUIiIiHO, OB’ A3YIOUNUCH
i3 TPYZOBUM IOTOBOPOM, Y Taaysi mpaB Ta 000B’SI3KiB CTOPiH TPYZOBUX IPaBOBiTHO-
cuH [1, c. 233]. BuBueHHI0 MUTaHHA HOPSAAKY PEryJaOBAaHHSA 3BLIbHEHHS 3 iHiIliaTHBU
poboronaBiia B 3apy0iskHUX KpaiHax mpucBaTuiau mpani I.€. Bapuan, M.[[. Boiiko,
B. Bepxuewm, I.§1. Kicenwos, #K.II. Ocinmosa, C.A. Illeperos, B.M. Illymimos Ta imrmri
BueHi. BomHouac BapTo BUBHATH, 1110 KOMILJIEKCHUN IOPiBHAILHO-IIPABOBUL aHAJI3 if-
CTaB 3BiMbHEHHS IpaIliBHUKA caMe 3a IOPYIIeHHA HUM TPYAOBOI AMCIAILIIHN HA MIPU-
KJIagi 3aKOHOJABCTBA 3aPYOisKHUX KpaiH He IIPOBOIUBC.

Meroro cratTi € 3[ilfiCHEeHHSA MOPiBHSAJIBLHO-IIPABOBOTO MOCTiIKEHHS OKPECIeHHX
TIOJIOJKEHD Y IEAKUX BHCOKOPO3BMHEHWX KpaiHax (Hampukjazx, @Ppanmii, Himeuunsi,
Iranii, CIITA To1mo), Kpainax, 1o po3BuBawThcA (30KpeMa, B’ernami, Kurai), kpainax
KOJIMIITHBOTO COIiaJiCTUYHOTO CIPAMYBAHHSA 3 MEPEXiTHOI eKOHOMiKO0I0 (HAIpUKJIAL,
Bouarapii, Yropmwu#i) Ta B [eAKUX KpaiHax, Aki Bxoguuau a0 ckaaxy CPCP.
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